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**QUIZ No. 1**

A company's employees regularly use personal laptops to connect to the company's network remotely. The company has implemented a policy requiring all laptops to have antivirus software installed and up-to-date, but some employees are not following this policy. Recently, a remote employee's laptop was infected with malware, which then spread to the company's network and caused significant damage.

Question:

What steps could the company have taken to prevent the malware infection and what can they do to mitigate the damage caused by the malware?